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1. Overall Description:
RAN2 discussed handling of security failure in nas-container in HO command at the UE.  RAN2 understanding is that NAS will discard the NAS message and this may result in a key mismatch between the network and the UE and failure of all subsequent RRC messages.    The only recovery mechanisms possible seems to be for UE to either to initiate an RRC reestablishment and network trigger a fallback to IDLE, or to initiate a NAS recovery (i.e., autonomously go to IDLE and initiate a new connection at NAS).  

It is RAN2 understanding that these error cases should be quite rare.

RAN2 would like to ask CT1:
Has CT1 defined a procedure for recovery following a security failure of the nas-container during HO?  Will NAS recovery be used?


2. Actions:
To CT WG1 group.
ACTION: 	RAN2 respectfully asks CT1: 
Has CT1 defined a procedure for recovery following a security failure of the nas-container during HO?  Will NAS recovery be used?


3. Date of Next TSG WG RAN2 Meetings: 
RAN2#106	13 - 17 May 2019		Reno, US
RAN2#107	26 - 30 Aug 2019		Prague, Czech Republic 

